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NVIP-4Q-6101/PIR/W Quick start guide ver. 1.1

IMPORTANT SAFEGUARDS AND WARNINGS

THE PRODUCT MEETS THE REQUIREMENTS CONTAINED IN THE FOLLOWING DIRECTIVES:

DIRECTIVE 2014/30/EU OF THE EUROPEAN PARLIMENT AND OF THE
COUNCIL of 26 February 2014 on the harmonization of the laws of the Member States
relating to electromagnetic compatibility (OJ L 96, 29.3.2014, p. 79-106, with changes).

DIRECTIVE 2012/19/EU OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL of 4 July 2012 on waste electrical and electronic equipment WEEE)
B (OJ L 197, 24.7.2012, p. 38-71, with changes).

DIRECTIVE 2011/65/EU OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL of 8 June 2011 on the restriction of the use of certain hazardous substances in
electrical and electronic equipment (OJ L 174, 1.7.2011, p. 88—110, with changes).

COMMISION DELEGATED DIRECTIVE (EU) 2015/863 of 31 March 2015 amending
Annex II to Directive 2011/65/EU of the European Parliament and of the Council as regards
the list of restricted substances.

DIRECTIVE (EU) 2017/2102 OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL of 15 November 2017 amending Directive 2011/65/EU on the restriction of the
use of certain hazardous substances in electrical and electronic equipment.

Exclusion of liability in the event of damage to data contained on disks or other devices or media:

The manufacturer is not liable in the event of damage or loss of data contained on disks or other
devices or carriers during the operation of the Product.

Obligation to consult the Manufacturer before performing any action not provided for in the
instruction manual or other documents:

Before performing an action that is not provided for a given Product in the user manual, other
documents attached to the Product or does not result from the normal purpose of the Product, it is
necessary, under pain of exclusion of the Manufacturer's liability for the consequences of such action,
to contact the Manufacturer.

images may vary depending on the type, model, settings, observation area, or

@ Pictures in this publication showing camera views can be simulations. Actual camera
environmental conditions.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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IMPORTANT SAFEGUARDS AND WARNINGS

Before using the device, read the instruction manual in order to ensure proper and safe operation
of the device. Failure to comply with the instructions may lead to damage to the device and/or
safety violations.

The user may not repair the device himself. Repairs and maintenance of the device may only be
performed by qualified service personnel.

The device, which is an element of a professional CCTV system used for supervision and
control, is not intended for self-assembly in households by persons without specialist
knowledge.

. Please read this manual carefully before installation and operation;

. Please keep this manual for the lifespan of the device in case referring to the contents of this
manual is necessary;

. It is necessary to comply with the safety requirements described in the manual, as they have a
direct impact on the safety of users and the durability and reliability of the device;

. All activities performed by installers and users must be carried out as described in the manual;
. The device should be disconnected from power sources during maintenance procedures;

. It is not allowed to use any additional devices, components or accessories not provided for and not
recommended by the manufacturer;

. Do not install this device in places where proper ventilation cannot be provided (e.g. closed
cabinets, etc.), as this may cause heat build-up and may result in damage;

. Do not place the device on unstable surfaces. Installation must be carried out by qualified
personnel with appropriate permissions in accordance with the recommendations provided in this
manual;

. The device may be powered only from sources with parameters compliant with those indicated by
the manufacturer in the technical data;

As the product is constantly improved and optimised, some of its parameters and functions may have
changed from those described in this manual. If in doubt, please refer to the user manual at
www.novuscctv.com

The user manual located at www.novuscctv.com is always the most up-to-date version.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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NVIP-4Q-6101/PIR/W

FOREWORD INFORMATION

Quick start guide ver. 1.1

1. TECHNICAL SPECIFICATION

IMAGE

Image Sensor

4 MPX CMOS sensor 1/3” SmartSens

Number of Effective Pixels

2568 (H) x 1448 (V)

Min. [llumination

0.01 Ix/F2.1 - color mode,
0 Ix (IR on) - B/W mode

Electronic Shutter

auto: 1/3 s~ 1/100000 s

Digital Slow Shutter (DSS) upto1/3s

Wide Dynamic Range (WDR) yes (double scan sensor), 120dB
Digital Noise Reduction (DNR) 2D, 3D

Highlight Compensation (HLC) yes

Back Light Compensation (BLC) yes

Reduction of image flicker (Antiflicker) yes

LENS

Lens Type

fixed focal, f=2.1 mm/F2.1

DORI

DORI (Detection, Observation, Recognition,
Identification)

forf=2.1mm-D:36m, O: 14m, R: 7m, |: 4m

DAY/NIGHT

Mode day/night switching: mechanical IR cut filter
Switching Mode auto, manual, time, external
Switching Level Adjustment yes

Switching Delay 2~6000s

Visible Light Sensor yes

NETWORK

Stream Resolution

2560 x 1440 (QHD), 2304 x 1296, 1920 x 1080 (Full HD),
1280 x 720 (HD), 704 x 576, 352 x 288 (CIF), 480 x 240

Frame Rate

30 fps for each resolution

Multistreaming Mode

number of streams: 2 (main stream, sub stream)

Video/Audio Compression

H.264, H.265, MJPEG/G.711

Number of Simultaneous Connections

max. 2

Bitrate

for H.264 : 64 kbps - 6144 kbps
for H.265 : 64 kbps - 6144 kbps

Network Protocols Support

HTTP, IPv4/v6, UDP, HTTPS, FTP, DHCP, DDNS, NTP, RTSP,
UPnP, QoS, IEEE 802.1X, PPPoE, SMTP, P2P, HTMLS, RTMP

ONVIF Protocol Support

Profile G/S/T

Camera Configuration

from Edge, Firefox, Chrome, Opera browser
languages: Polish, English, and others

Compatible Software

NOVUS MANAGEMENT SYSTEM VSS, NOVUS MANAGEMENT
SYSTEM AC

Mobile applications

ipGO 6 (iPhone, Android)

WIFI

Network standard IEEE802.11b, g, n
Band 2.4GHz

Security WEP, WPA-PSK/WPA2-PSK
Transmission range up to 50 m

Antenna

built-in, omnidirectional

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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FOREWORD INFORMATION

VIDEO ANALYTICS

tamper, line cross, pedestrian detection, intrusion detection, smart

Functions motion detection with objects distinguishing
OTHER FUNCTIONS

IEEE 802.1X support, HTTPS support, MAC/IP address filtering, force
Security change of default password, compliance with the EN18031 standard

defining cybersecurity standards for radio and loT devices

Privacy Zones

4 video mask type: single color

Motion Detection

yes

PIR detector

rangeupto5m

Region of interest (ROI)

8

Image Processing

sharpening, mirror effect, vertical flip

Prealarm/Postalarm

upto6s/upto120s

System Reaction to Alarm
Events

e-mail with attachment, saving file on FTP server, saving file on SD card,
alarm output activation, playback of the audio message

Restoring default settings

via web browser, using reset button, via NMS IPTool software

IR LED

LED Number 1

Range 10 m

Smart IR yes (hardware support)
INTERFACES

Audio Input/Output

built-in microphone/speaker

Alarm Input/Output

1 (NO/NC)/1 relay type (max. 12VDC/300mA)

Network Interface

1 x Ethernet - RJ-45 interface, 10/100 Mbit/s
1 x Wireless (Wi-Fi)

Memory Card Slot

microSD - capacity up to 128GB

INSTALLATION PARAMETERS

Dimensions (mm)

63 (W) x 109 (H) x 27 (L)
with bracket: 72 (W) x 130 (H) x 72 (L)

Weight 0.2 kg
plastic, black and white, wall mount/base in-set included
Enclosure
Enclosure type: 4Q
Power Supply 12 VDC, PoE (IEEE 802.3af, Class 3)

Power Consumption

3 W, 4 W (IR illuminator on)

Operating Temperature

-20°C~ 50°C

Humidity

max. 95%, relative (non-condensing)

The declared range of the Wi-Fi network is based on laboratory research and relates to open

@ spaces. It should be noted, that the materials used for the construction of houses and flats, wall
thickness and electromagnetic field conditions in the immediate surroundings may affect the
range of the network.
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START-UP AND INITIAL CONFIGURATION

1.1. Camera dimensions

130 mm

1.2. Package contents

After you open the package make sure that the following elements are inside:
. IP camera

o Accessories bag

. Quick start guide

If any of this elements has been damaged during transport, pack all the elements back into the original
box and contact your supplier for further assistance.

Caution:

If the device was brought from a location with lower temperature, please wait until it reaches
the temperature of location it is currently in. Turning the device on immediately after bringing it
from a location with lower ambient temperature is forbidden, as the condensing water vapour
may cause short-circuits and damage the device as a result.

Caution:

Before starting the device familiarize yourself with the description and the role of particular
inputs, outputs and adjusting elements that the device is equipped with.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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START-UP AND INITIAL CONFIGURATION

2. START-UP AND INITIAL CONFIGURATION
2.1. Description of camera components and connectors

fulﬂﬁﬁﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂh

1 Lens 8 Speaker
2 IR LED (infrared illuminator) 9 Alarm input/output connectors
3 Microphone 10 12VDC power socket
4 PIR detector 11 RESET button
5 Status light 12 Memory card slot
6 Light sensor 13 Camera position adjustment
7 LAN socket 14 Base
Status Light Options
Red, solid [Starting Red, flashing [Network disconnected

Camera not activated,
Blue, solid |Setting up WiFi connection Blue, flashing |Activation in progress,
Alarm

Green, solid [Working Green, flashing | Firmware update

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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START-UP AND INITIAL CONFIGURATION

2.2. Power supply connection

The camera can be powered from AC or DC power supplies available on the market, provided that it
meets the technical requirements of the camera. The power supply must provide a stabilized DC
voltage of 24V, must allow for the consumption of at least IOW of power, and must have a DC 2.5/5.5
cylindrical power plug with the correct polarity of the contacts:

o0

It is also possible to power the camera via the RJ45 network socket, using PoE technology (IEEE
802.3af, Class 3).

Caution!

Do not use power supplies and POE adapters that do not comply with the IEEE 802.3af
standard, the so-called "passive POE" power supplies. Damage resulting from the use of an
unsuitable adapter is not covered by the warranty!

2.3. Connection of alarm input/output

The camera has one alarm input and output. The alarm input is used to connect a device such as a
motion detector, button, reed switch or photocell. Violation of the input will trigger the alarm and
activate the previously programmed action.

The alarm output enables connection of an external siren and implementation of automatic control
functions, such as switching on light.

o I Alarm input, configurable: NC or NO
ALARM |[ G| O G Ground (common terminal)
g )| ) -
—1 0 Alarm output terminal, (12VDC/0.1A maks.)

Connecting the alarm input

o
ALAHM[G [ -
ol|lo

trigger contact

Connecting the alarm output

signaling device power
supply 12VDC max.

o
ALAHM[G i o
olloc

signaling device
maximum load 0.1A

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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START-UP AND INITIAL CONFIGURATION

2.4. Camera mounting

The camera design allows flexible selection of the place of attachment / installation. The camera can
work when placed on any flat surface or be hung using mounting holes in the foot.

To mount the camera in a hanging position, we recommend you follow the following guidelines:

. Place the template where you want to install the camera. Then drill the holes according to the
template.
. Insert the dowels into the holes and tighten the screws. The screws should protrude a few

millimeters above the wall surface.
. Route and connect the cables to the camera.

. Hang the camera by the mounting base on the screws and make sure it is securely fastened.
Then adjust the camera position.

Caution:

@ The camera is designed for indoor use in living quarters. Using it outdoors, or in rooms with
high humidity such as swimming pools, bathrooms, laundries, etc. may cause the camera to

malfunction or damage.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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START-UP AND INITIAL CONFIGURATION

2.5. Starting the camera
2.5.1 Starting with connecting the camera to a wired LAN network

To start the camera, connect the Ethernet cable to the camera's network socket, and the other end to the
switch or router. If your switch or router is not a PoE device, you should also connect a 12VDC power
supply to the camera. The following schemes may help:

o Wired connection using a PoE switch or router:

Switch or router with PoE PC

Camera

) "
aNon e —
EEEEEEEEEEEEEER llllllllll\\/
p . Power supply and data Data transmission
transmission
o Wired connection using a switch or router without PoE and 12VDC power supply:
Switch or router without PoE PC
Camera
° :
. o i §
EEEEEEEEEEEEENEER lllllllllll\\/
~— Data transmission Data transmission
2.5.2 Connecting the camera to a Wi-Fi wireless network
Switch or Wi-Fi router PC
Camera A
] & :
afon ' [ ) = L '
WiFi lllllllllll\\/
2.4G ..
~~— Data transmission

Wireless data
transmission

After making connections and starting the camera (which takes a few minutes) it is possible to connect
to the camera.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.

10



NVIP-4Q-6101/PIR/W Quick start guide ver. 1.1

START-UP AND INITIAL CONFIGURATION

2.6. Security recommendations for network architecture and configuration
WARNING!

Below are shown security recommendations for network architecture and configuration of
CCTYV systems that are connected to the Internet to reduce the risk of unauthorized interference
with the system by a third party.

1. Absolutely change the default passwords and user names (if the device gives this possibility) of
all applied network devices (recorders, cameras, routers, network switches, etc.) to the
severely complexity password. Use lowercase and uppercase letters, numbers, and special characters
if there is such possibility.

2. Depending on the available functionality in the order to restrict access to the used network devices at
the administrator account level, it is recommended to configure the users accounts accordingly.

3. Do not use DMZ function (Demilitarized zone) in your router. Using that function you open the
access to recorder system from the Internet on all ports, which gives possibility for an unauthorized
interference with the system.

Instead of DMZ use port forwarding redirect only the ports which are necessary for the performance
of the connection (detailed information about ports of communication in different models of recorders,
cameras, etc. can be found in the operating instructions).

4. Use routers with firewall function and make sure it is enabled and properly configured.

5. It is recommended to change the default network communication port numbers of used devices
if there is such possibility.

6. If used network devices has a UPnP feature and it is not used, turn it off.
7. If used network devices has a P2P feature and it is not used, turn it off.
8. If used network devices support HTTPS protocol for connection, it is recommended to use it.

9. If used network devices support IP filtering for authorized connections function, it is recommended
to use it.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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NETWORK CONNECTIONS TO THE CAMERA

3. NETWORK CONNECTIONS TO THE CAMERA

3.1. Connecting to the camera for the first time using Wi-Fi and a mobile device with the ipGO6
app

To activate the camera with a Wi-Fi connection, you must have a mobile device (smartphone,

@ tablet) with the ipGOG6 app installed. Before starting the operation, ensure that the camera and
mobile device are within range of the same Wi-Fi network. Make sure the mobile device

connects to the Wi-Fi network in the 2.4GHz band, as the camera only operates in this band.

B @ When starting the camera with a Wi-Fi connection, the camera can be powered from a 12V
power supply or from a PoE switch/router.

First, download the ipGO6 app to your mobile device (from the Play Store for Android devices or the
Apple Store for i0S devices). After installing the app, log in (or create an account).

Then go to the "Device List" tab and tap the "Options" button in the upper right corner of the
screen, then the "Add Device" option. A QR code scanning window will open. Use it to scan the code
located on the camera's base. After a successful scan, the device adding window will open, displaying
an image of the camera and its P2P code. Then, tap the "Add" button to proceed.

Next, make sure the camera's status light is flashing blue. Confirm this on your mobile device and tap
"Next Step."

Confirmed that the indicator light is solid
© blue

In the next window, enter your Wi-Fi network password and tap "Next Step." Another window will

open, allowing you to connect to the camera you're adding.

@ At this stage, the camera is activated. The mobile device connects to the hotspot enabled by the
camera to set the user's password.

After connecting to the camera's hotspot, enter and confirm the camera's login password for the
administrator (root) account in the next window.

< Device Activation

Please set a password for root user

After entering the password, the camera will be activated and will appear in the ipGO6 app devices list.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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NETWORK CONNECTIONS TO THE CAMERA

3.2. Connecting to the camera for the first time using a wired LAN or wireless WiFi network
and a computer with a web browser

Because the camera meets the EN 18031 standard, which defines basic cybersecurity and quality
requirements for wireless and IoT devices, including Wi-Fi cameras, it connects to a web browser using
the HTTPS protocol. Therefore, when entering the camera's IP address in the browser's address bar,
precede it with "https://." Once connected, the browser will display a security alert, similar to the one
below, indicating the connection is not secure:

& O (EREEDEY bisc://192.168.1.139

A

Your connection isn't private

Attackers might be trying to steal your information from 192.168.1.139 (for example, passwords,

messages, or credit cards).

MNET=ERR_CERT_AUTHORITY_INVALID

The alert is displayed because the camera has a private, untrusted security certificate installed,
& which the browser can't verify. Don't worry - at this stage, this is normal behavior, and the
camera's certificate is sufficient to ensure the confidentiality of the connection.

@ If necessary, user can install a trusted security certificate themselves, which will not trigger
browser alerts. The certificate can be installed in the "Settings -> Network -> HTTPS" menu.

In the alert window, click the "Advanced" button or the "Help me understand" link or similar.
Additional security information will be displayed:

This server couldn't prove that it's 192.168.1.139; its security certificate is not trusted by
your computer’'s operating system. This may be caused by a misconfiguration or an
attacker intercepting your connection.

Continue to 192.168.1.139 (unsafe)

Click the "Continue to (IP address here) (unsafe)" link to connect to the camera.

After clicking on the link, the browser will remember the user's decision and will automatically

insert the "https://" protocol before the IP address when connecting to the camera in the future
@ and will not display an alert, although the "Not Secure" warning will still be visible in the
address bar.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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NETWORK CONNECTIONS TO THE CAMERA

Once connected, a privacy policy window will appear, which you must accept by checking the box and
pressing "Read." The camera will then display a time zone configuration window, followed by a
security question selection window, which allows you to regain access to the camera if you forget the
administrator password without having to reset the device. Next, an activation window will appear,
where you can define the administrator password (and the password for ONVIF account). After
completing these steps, the camera will display a login screen, where you must enter the administrator
account name (root by default) and the configured password.

4. USING AND CONFIGURING

4.1. Remote view window

Main stream | Sub stream  Balanced ¢ (@) M % 4‘@

LU [e] (o1 (@) ] (@] (@] (]

® ® ®

1. Selection of the stream to be displayed in the preview window and set the buffer size of the camera.

2. Camera operation mode selection and configuration buttons:

Live - enables the live stream preview

Config - displays the camera configuration panel

Search - displays the panel for searching and playing back recordings from the memory card
root - information about the logged in user

Logout - logs out of the camera

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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RESTORE FACTORY SETTINGS

3. Alarm event icons display panel:

Me a3 A6 2%

From left to right: alarm output activation, memory card recording, color change, sabotage, scene
change, people detection, PIR detection, alarm input alarm, motion detection alarm. The occurrence
of a given event is signaled by a flashing red color.

4. Image adjusting buttons: a
E & (@

From left to right: original size, original aspect ratio, automatic window fit, full screen, displays
pixel counter

5. Live view window.

Double-clicking the left mouse button on the preview window turns the display of the image on and
off in full screen.

6. Buttons for controlling camera functions:

d L) @) [ Y] o)) @) v (@) (@ [

From left to right: enables/disables live view, enables and disables the display of alarm event icons,
enables and disables the alarm output, turns on two-way audio, turns on audio monitoring, takes a
photo, enables/disables recording, digital zoom buttons, enables/disables the display of image

analysis lines

5. RESTORE FACTORY SETTINGS
5.1 Software restore of factory settings

The restore of factory settings function is located in the "Config -> Maintenance -> Backup and
Restore" menu. You can choose the "Restore default parameters" option, where selecting the "Keep"
option allows you to keep the network settings, security configuration or image configuration
unchanged. This option does not reset user passwords. The "Restore factory settings" option completely
resets all camera settings.

5.2 Hardware restore of factory settings

To restore the camera's factory settings using the hardware, use the RESET button located on the rear
panel. To restore the default settings using the RESET button, press and hold it for about 5 seconds.

All rights reserved © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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NVIP-4Q-6101/PIR/W Skrdcona instrukcja obstugi wersja 1.1

UWAGI I OSTRZEZENIA

PRODUKT SPELNIA WYMAGANIA ZAWARTE W DYREKTYWACH:

DYREKTYWA PARLAMENTU EUROPEJSKIEGO I RADY 2014/30/UE z dnia 26
lutego 2014 r. w sprawie harmonizacji ustawodawstw panstw cztonkowskich odnoszacych
si¢ do kompatybilnosci elektromagnetycznej (Dz.U. L 096 z 29.3.2014, s. 79-106, z
poOzniejszymi zmianami) — zwana Dyrektywg EMC.

DYREKTYWA PARLAMENTU EUROPEJSKIEGO I RADY 2012/19/UE z dnia
4 lipca 2012 r. w sprawie zuzytego sprzetu elektrycznego i elektronicznego WEEE (Dz.U. L
96 7 29.3.2014, str. 79-106, z pdzniejszymi zmianami) — zwana Dyrektywa WEEE.

DYREKTYWA PARLAMENTU EUROPEJSKIEGO I RADY 2011/65/UE z dnia
8 czerwca 2011 r. w sprawie ograniczenia stosowania niektérych niebezpiecznych
substancji w sprzecie elektrycznym i elektronicznym (Dz.U. L 174 z 1.7.2011, str. 88-110,
z podzniejszymi zmianami) - zwana Dyrektywa RoHS.

DYREKTYWA DELEGOWANA KOMISJI (UE) 2015/863 z dnia 31 marca 2015 r.
zmieniajgca zalacznik II do dyrektywy Parlamentu Europejskiego i Rady 011/65/UE w
odniesieniu do wykazu substancji objetych ograniczeniem (Dz. U. z 3 stycznia 2017).

DYREKTYWA PARLAMENTU EUROPEJSKIEGO I RADY (UE) 2017/2102 z dnia
15 listopada 2017 r. zmieniajagca dyrektywe 2011/65/UE w sprawie ograniczenia
stosowania niektorych niebezpiecznych substancji w  sprzgcie elektrycznym i
elektronicznym (Dz. U. z 10 lipca 2019).

Wylaczenie odpowiedzialnosci w przypadku uszkodzenia danych zawartych na dyskach lub
innych urzadzeniach lub nosnikach:

Producent nie ponosi odpowiedzialnosci w razie uszkodzenia lub utraty w trakcie eksploatacji Produktu
danych zawartych na dyskach lub innych urzadzeniach lub no$nikach.

Obowiazek konsultowania si¢ z Producentem przed wykonaniem czynnosci nieprzewidzianej
instrukcja obslugi albo innymi dokumentami:

Przed wykonaniem czynnosci, ktora nie jest przewidziana dla danego Produktu w instrukcji obstugi,
innych dokumentach dotaczonych do Produktu lub nie wynika ze zwyklego przeznaczenia Produktu,
nalezy, pod rygorem wylaczenia odpowiedzialno$ci Producenta za nastgpstwa takiej czynnosci,
skontaktowac si¢ z Producentem.

symulacjami. Rzeczywiste obrazy z kamer mogg si¢ rézni¢, w zaleznosci od typu, modelu,

@ Zamieszczone w niniejszej publikacji zdjecia przedstawiajace obrazy z kamer mogg by¢
ustawien, obszaru obserwacji lub warunkow zewnetrznych.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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NVIP-4Q-6101/PIR/W Skrdcona instrukcja obstugi wersja 1.1

WARUNKI BEZPIECZENSTWA

> b b

Przed rozpoczeciem uzytkowania urzadzenia, nalezy zapoznaé si¢ z instrukcja obslugi w celu
zapewnienia wilasciwej 1 bezpiecznej pracy urzadzenia. Nieprzestrzeganie instrukcji moze
prowadzi¢ do uszkodzenia urzadzenia i/lub naruszenia bezpieczenstwa uzytkowania.

Uzytkownik nie moze dokonywa¢ samodzielnych napraw urzadzenia. Naprawy i konserwacje
urzadzenia mogg by¢ wykonywane wylacznie przez wykwalifikowanych pracownikow serwisu.

Urzadzenie bedace elementem profesjonalnego systemu telewizji dozorowej shuzacego do
nadzoru 1 kontroli, nie jest przeznaczone do samodzielnego montazu w gospodarstwach
domowych, przez osoby nie posiadajace specjalistycznej wiedzy.

. Przed zainstalowaniem i rozpoczeciem eksploatacji nalezy doktadnie zapozna¢ si¢ z niniejsza

instrukcja obstugi;

Instrukcje nalezy przechowywaé przez czas eksploatacji urzadzenia na wypadek koniecznosci
odniesienia si¢ do zawartych w niej tresci;

Nalezy przestrzegaé wymogow bezpieczenstwa opisanych w instrukcji, gdyz maja one
bezposredni wplyw na bezpieczenstwo uzytkownikéw i trwato$¢ oraz niezawodnos¢ urzadzenia;

Wszystkie czynnosci wykonywane przez instalatoréow i uzytkownikow musza by¢ realizowane
zgodnie z opisem zawartym w instrukcji;

. Podczas przeprowadzania czynno$ci konserwatorskich urzadzenie musi by¢ odlaczone od

zasilania;

Nie wolno stosowa¢ zadnych dodatkowych urzadzen, podzespoléw lub akcesoriow nie
przewidzianych i nie zalecanych przez producenta;

Nie nalezy instalowa¢ tego urzadzenia w miejscach, gdzie nie mozna zapewni¢ wlasciwej
wentylacji (np. zamknigte szafki, itp.), gdyzZ moze to powodowa¢ kumulowanie si¢ ciepta i w
konsekwencji moze doprowadzi¢ do uszkodzenia;

Nie wolno umieszcza¢ urzadzenia na niestabilnych powierzchniach. Instalacja musi by¢
przeprowadzona przez wykwalifikowany personel o odpowiednich uprawnieniach wedlug zalecen
podanych w niniejszej instrukeji;

Urzadzenie moze by¢ zasilane jedynie ze zrodel o parametrach zgodnych ze wskazanymi przez
producenta w danych technicznych,;

Poniewaz produkt jest stale ulepszany i optymalizowany, niektore jego parametry i funkcje mogly ulec
zmianie w stosunku do opisanych w niniejszej instrukcji. W razie watpliwosci prosimy o zapoznanie si¢
z instrukcjg obshugi znajdujacg si¢ na stronie www.novuscctv.com

Instrukcja obstugi znajdujaca si¢ na stronie www.novuscctv.com jest zawsze najbardziej aktualng wersja.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.

3




NVIP-4Q-6101/PIR/W Skrdcona instrukcja obstugi wersja 1.1

INFORMACJE WSTEPNE

1. DANE TECHNICZNE

OBRAZ

Przetwornik obrazu

4 MPX, matryca CMOS, 1/3”, SmartSens

Liczba efektywnych pikseli

2568 (H) x 1448 (V)

Czutosé

0.01 Ix/F2.1 - tryb kolorowy,
0 Ix (IR wt.) - tryb czarno-biaty

Elektroniczna migawka

automatyczna: 1/3 s~ 1/100000 s

Wydtuzona migawka (DSS) do1/3s

Szeroki zakres dynamiki (WDR) tak (podwdjne skanowanie przetwornika), 120dB
Cyfrowa redukcja szumu (DNR) 2D, 3D

Redukcja efektu oslepienia kamery (HLC) tak

Kompensacja tylnego swiatta (BLC) tak

Redukcja migotania obrazu (Antiflicker) tak

OBIEKTYW

Typ obiektywu

statoogniskowy, f=2.1 mm/F2.1

DORI

DORI (Detekcja, Obserwacja,
Rozpoznanie, Identyfikacja)

dlaf=2.1mm-D:36m, O: 14m, R: 7m, |: 4m

DZIEN/NOC

Tryb pracy przetgczanie dzieri/noc: mechaniczny filtr podczerwieni
Tryb przefaczania automatyczny, manualny, czasowy, wyzwalany zewnetrznie
Regulacja poziomu przetgczania tak

Opodznienie przetgczania 2~6000s

Czujnik swiatfa widzialnego tak

SIEC

Rozdzielczos¢ strumienia wideo

2560 x 1440 (QHD), 2304 x 1296, 1920 x 1080 (Full HD),
1280 x 720 (HD), 704 x 576, 352 x 288 (CIF), 480 x 240

Predkos¢ przetwarzania

30 kl/s dla wszystkich rozdzielczosci

Tryb wielostrumieniowy

2 strumienie (gtdwny, pomocniczy)

Kompresja wideo/audio

H.264, H.265, MJPEG / G.711

Liczba jednoczesnych potaczen

maks. 2

Przeptywnos$¢ (Bitrate)

dla H.264 : 64 kbps - 6144 kbps
dla H.265 : 64 kbps - 6144 kbps

Obstugiwane protokoty sieciowe

HTTP, IPv4/v6, UDP, HTTPS, FTP, DHCP, DDNS, NTP, RTSP, UPnP,
QoS, IEEE 802.1X, PPPoE, SMTP, P2P, HTMLS5, RTMP

Wsparcie protokotu ONVIF

Profile G/S/T

Konfiguracja kamery

z poziomu przegladarki Edge, Firefox, Chrome, Opera
jezyki: polski, angielski i inne

Kompatybilne oprogramowanie

NOVUS MANAGEMENT SYSTEM VSS, NOVUS MANAGEMENT
SYSTEM AC

Aplikacje mobilne

ipGO 6 (iPhone, Android)

WIFI

Standard sieci IEEE802.11b, g, n
Pasmo 2.4GHz
Zabezpieczenia WEP, WPA-PSK/WPA2-PSK
Zasieg transmisji do 50 m

Antena

wbudowana, dookdlna

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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INFORMACJE WSTEPNE

ANALIZA OBRAZU

WilEE sabotaz, przekroczenie linii, detekcja oséb, wtargniecie, detekcja ruchu
SMART

POZOSTALE FUNKCIJE

Zabezpieczenia

obstuga IEEE 802.1X, obstuga HTTPS, filtrowanie adreséw MAC/IP,
wymuszenie zmiany hasta domyslnego, zgodnos¢ z normg EN18031
definiujaca standardy cyberbezpieczenstwa dla urzadzen radiowych i loT

Strefy prywatnosci 4 typu kolor
Detekcja ruchu tak
Detektor PIR zasiegdo 5 m
Obszar obserwacji (ROI) 8

Obrobka obrazu

wyostrzanie, odbicie lustrzane, przerzucenie obrazu w pionie

Prealarm/postalarm

do 6s/do120s

Reakcja na zdarzenia alarmowe

e-mail z zatgcznikiem, zapis na FTP, zapis na karte SD, aktywacja wyjscia
alarmowego, odtworzenie komunikatu audio

Odstraszanie

wbudowany gtosnik (predefiniowane komunikaty gtosowe)

Przywracanie ustawien

z poziomu przegladarki internetowej, za pomoca przycisku reset, za

fabrycznych pomocg oprogramowania NMS IPTool
OSWIETLACZ IR

Liczba LED 1

Zasieg 10m

Smart IR tak (wsparcie sprzetowe)
INTERFEJSY

Wejscia/wyjscia audio

wbudowany mikrofon/gtosnik

Wejscia/wyjscia alarmowe

1 (NO/NC) / 1 typu przekaznik (maks. 12VDC/300mA)

Interfejs sieciowy

1 x Ethernet - ztgcze RJ-45, 10/100 Mbit/s
1 x Bezprzewodowy (WiFi)

Gniazdo kart pamieci

microSD - pojemnos¢ do 128GB

PARAMETRY INSTALACYJNE

Wymiary (mm)

63 (szer.) x 109 (wys.) x 27 (dt.)
z uchwytem: 72 (szer.) x 130 (wys.) x 72 (dt.)

Masa 0.2 kg

Obudowa plastikowa, w kolorze czarr‘m—bla’fym, uchwyt $cienny/podstawa w
zestawie Typ obudowy: 4Q

Zasilanie 12 VDC, PoE (IEEE 802.3af, Klasa 3)

Pobdr mocy 3 W, 4 W (o$wietlacz IR wt.)

Temperatura pracy

-20°C~ 50°C

Wilgotnos¢

maksymalnie 95%, wzgledna (bez kondensacji)

®

Deklarowany zasigg dziatania sieci WiFi jest oparty na badaniach laboratoryjnych i dotyczy
otwartych przestrzeni. Nalezy mie¢ na uwadze, ze materialy wykorzystywane do budowy
domow 1 mieszkan, grubo$¢ $cian i1 warunki pola elektromagnetycznego w najblizszym
otoczeniu moga mie¢ wplyw na ograniczenie zasiggu sieci.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.
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INFORMACJE WSTEPNE

1.1. Wymiary kamery

130 mm

~—— 72 mm A

1.2. Zawarto$¢ opakowania

Po otwarciu nalezy upewni¢ si¢ czy w opakowaniu znajduja si¢ nastepujace elementy:
. Kamera IP
o Torebka z akcesoriami montazowymi

. Skrocona instrukcja obstugi.

Jezeli ktorykolwiek z elementow zostal uszkodzony w transporcie, nalezy spakowac zawarto$¢
z powrotem do oryginalnego opakowania i skontaktowac si¢ z dostawca.

Uwaga:

Jezeli urzadzenie przyniesione zostalo z pomieszczenia o nizszej temperaturze nalezy odczekaé
az osiaggnie temperature pomieszczenia, w ktorym ma pracowac. Nie wolno wlaczaé urzadzenia
bezposrednio po przyniesieniu z chlodniejszego miejsca. Kondensacja zawartej w powietrzu
pary wodnej moze spowodowacé zwarcia i w konsekwencji uszkodzenie urzadzenia.

Uwaga:

Przed uruchomieniem urzadzenia nalezy zapozna¢ si¢ z opisem i rola poszczegolnych wejs¢,
wyj$¢ oraz elementow regulacyjnych, w ktore wyposazone jest kamera.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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URUCHAMIANIE I WSTEPNA KONFIGURACJA

2. URUCHAMIANIE I WSTEPNA KONFIGURACJA
2.1. Opis elementow i zlacz kamery

fulﬂﬁﬁﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂh

1 Obiektyw 8 Gtosnik
Dioda IR LED (os$wietlacz
2 Blok zt js¢/wyjsc al h
podczerwieni) 9 ok ztacz wejsé/wyjsc alarmowyc
3 Mikrofon 10 Gniazdo zasilania 12VDC
4 Detektor PIR 11 Przycisk RESET
5 Kontrolka stanu 12 Gniazdo karty pamieci
6 Czujnik sSwiatta 13 Regulacja potozenia kamery
7 Gniazdo sieci LAN 14 Podstawa
Opcje kontrolki stanu
Czerwona, . Czerwona, .,
. Uruchamianie kamery . Siec¢ roztgczona
ciggta migajaca
Niebieska, o Niebieska, Kamera r.neaktywo.wana,
ciaela Uruchamianie Wi-Fi micaiaca Aktywacja w trakcie,
a8 83 Alarm
Ziel Ziel
I? ona, Praca |_e qna, Aktualizacja firmware
ciggta migajgca

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.

7



NVIP-4Q-6101/PIR/W Skrdcona instrukcja obstugi wersja 1.1

URUCHAMIANIE I WSTEPNA KONFIGURACJA

2.2. Podlaczenie zasilania

Kamerg¢ mozna zasili¢ z dostepnego na rynku zasilacza pradu statego, pod warunkiem spetnienia przez
niego wymogoéw technicznych kamery. Zasilacz musi dostarcza¢ stabilizowanego napigcia stalego o
wartosci 12V, musi pozwala¢ na pobdér co najmniej 10W mocy, oraz posiadaé wtyk zasilajacy
walcowy DC 2.5/5.5 o wlasciwej polaryzacji stykow:

o0

Mozliwe jest takze zasilanie kamery przez gniazdo sieciowe RJ45, przy wykorzystaniu technologii
PoE (IEEE 802.3af, Klasa 3).

Uwaga!

Zabronione jest stosowanie jako Zrodlo zasilania kamery urzadzen (zasilacze, adaptery itp.) PoE
niezgodnych ze standardem IEEE 802.3af, potocznie nazywanych ,,pasywne zasilacze PoE”.
Uszkodzenia wynikle ze stosowania nieodpowiednich zrdédel zasilana nie podlegajq gwarancji.

2.3. Podlaczenie wej$¢ / alarmowych

Kamera posiada jedno wejscie 1 wyjscie alarmowe. Wejscie alarmowe stuzy do podtaczenia takiego
urzadzenia jak czujka ruchu, przycisk, kontaktron lub fotokomodrka. Naruszenie wejscia powoduje
wyzwolenie alarmu 1 aktywuje wczesniej zaprogramowang akcje.
Wyjscie alarmowe umozliwia podlaczenie zewngtrznego sygnalizatora 1 realizacje funkcji
automatycznego sterowania, takiej jak np. zalaczanie o§wietlenia.

I Wejscie alarmowe, konfigurowalne: NC lub NO

Hocoo
ALAHM[G O3 G | Masa (zacisk wspolny)
Ol BT

0 Zacisk wyjscia alarmowego, (12VDC/0.1A maks.)

Podtaczenie wejscia alarmowego

o

styk wyzwalajgcy
ALARM |[ Gl|loCTDT
OB “—r

zasilanie sygnalizatora

Podtaczenie wyjscia alarmowego
12VDC maks.

o
ﬂLﬁnHM[G O
ol|lo

sygnalizator
maksymalne obcigzenie 0.1A

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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URUCHAMIANIE I WSTEPNA KONFIGURACJA

2.4. Montaz kamery

Konstrukcja kamery umozliwia elastyczny wybor miejsca zamocowania/postawienia. Kamera moze
pracowaé postawiona na dowolnej plaskiej powierzchni lub by¢ zawieszona z wykorzystaniem
otworéw montazowych w stopie.

Aby zamontowa¢ kamere w pozycji wiszgcej, zalecamy postepowaé wg ponizszych wskazowek:

. Przyt6z szablon w miejscu, w ktorym chcesz zainstalowac¢ kamerg. Nastepnie wywieré otwory
na §ruby w $cianie zgodnie z szablonem.

. W16z kotki w otwory 1 wkre¢ wkrety. Wkrety powinny wystawac ponad powierzchni¢ §ciany na
kilka milimetrow.

. Doprowadz i podiacz przewody do kamery.

. Zawie$ kamerg¢ za podstaw¢ montazowa na wkretach 1 upewnij sie, Ze jest pewnie zamocowana.
Nastepnie wyreguluj potozenie kamery.

Kamera jest przeznaczona do pracy wewnatrz pomieszczen mieszkalnych. Uzytkowanie jej na
& zewnatrz, badZz w pomieszczeniach o duzej wilgotnosci jak baseny, tazienki, pralnie itp. moze
by¢ przyczyna nieprawidtowego dziatania kamery lub jej uszkodzenia.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.
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URUCHAMIANIE I WSTEPNA KONFIGURACJA

2.5. Uruchomienie kamery
2.5.1 Podlgczenie kamery do sieci przewodowej LAN

W celu uruchomienia kamery nalezy podlgczy¢ kabel ethernetowy do gniazda sieciowego kamery, a
drugi koniec do switcha lub routera. Jezeli posiadany switch lub router nie jest urzadzeniem PoE, do
kamery nalezy takze podtaczy¢ zasilanie 12VDC. Pomocne moga by¢ ponizsze schematy:

o Potaczenie przewodowe wykorzystujace switch lub router PoE:

Switch lub router z PoE PC
Kamera
) 'L |
auNov - —
EEEEEEEEEEEEEEN llllllllll\\/

vZasname i transmisja danych Transmisja danych

o Potaczenie przewodowe wykorzystujace switch lub router bez PoE i zasilanie kamery 12VDC:

Switch lub router bez PoE PC
Kamera
* o
P el
EEEEEEEEEEEENEER lllllllllll\\/
~~— Transmisja danych Transmisja danych

2.5.2 Podlaczenie kamery do sieci bezprzewodowej Wi-Fi

Switch lub router Wi-Fi PC
Kamera N
. ) ~
D (\ |
wiF)
2.4G lllllllllll\/
~— Bezprzewodowa Transmisja danych

transmisja danych

Po wykonaniu podigczen 1 uruchomieniu si¢ kamery (co trwa kilka minut) mozliwe jest potaczenie si¢
z kamer3.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.

10



NVIP-4Q-6101/PIR/W Skrdcona instrukcja obstugi wersja 1.1

URUCHAMIANIE I WSTEPNA KONFIGURACJA

2.6. Zalecenia dotyczace bezpieczenstwa sieci
UWAGA!

Ponizej zostaly przedstawione podstawowe zalecenia dotyczace budowy oraz konfiguracji
systemow monitoringu podlaczonych do sieci Internet, pozwalajace ograniczy¢ ryzyko
nieautoryzowanej ingerencji w system przez osoby trzecie.

1. Bezwzglednie nalezy zmieni¢ domys$lne hasta dostgpu oraz nazwy uzytkownikéw (jesli dane
urzadzenia dajg takg mozliwos$¢) wszystkich zastosowanych urzadzen sieciowych (tzn. kamery,
routerow, przetgcznikéw sieciowych itp.) na hasta o znacznym stopniu skomplikowania. W zaleznosci
od mozliwosci konfiguracji danego urzadzenia zaleca si¢, aby hasto zawieralo: mate litery, wielkie
litery, cyfry oraz znaki specjalne.

2. W zaleznosci od dostgpnej funkcjonalnosci w celu ograniczenia dostgpu do zastosowanych urzadzen
sieciowych na poziomie konta administratora zaleca si¢ odpowiednig konfiguracje kont uzytkownikow.

3. Bezwzglednie zabronione jest wykorzystywanie funkcji DMZ (Demilitarized zone - strefa
zdemilitaryzowana). Zastosowanie tej funkcji otwiera dostep do systemu od strony sieci Internet na
wszystkich mozliwych portach, co w znacznym stopniu ulatwia ewentualng nieautoryzowang
ingerencje w system.

Zamiast wykorzystywania funkcji DMZ nalezy zastosowaé przekierowanie portow. Przekierowane
powinny zosta¢ jedynie porty niezbedne do realizacji polaczenia (szczegdétowych informacji na temat
portéw komunikacji w poszczegdlnych modelach rejestratoréw, kamer itp. nalezy szukaé w
instrukcjach obstugi urzadzen).

4. Nalezy stosowac¢ routery wyposazone w funkcje zapory sieciowe] (Firewall) oraz upewni¢ si¢ ze
funkcja jest wlaczona oraz odpowiednio skonfigurowana.

5. Jesli urzadzenia sieciowe posiadajg takg funkcjonalno$é, zalecana jest zmiana domyslnych numerow
portow wykorzystywanych do komunikacji sieciowe;.

6. Jesli urzadzenia sieciowe posiadaja funkcje UPnP i nie jest ona wykorzystywana, nalezy ja
bezwzglednie wylaczy¢.

7. Jesli urzadzenia sieciowe posiadajg funkcje P2P 1 nie jest ona wykorzystywana, nalezy ja wytaczyc.

8. Jesli urzadzenia sieciowe obstuguja protokét HTTPS do realizacji polaczen zaleca si¢ jego
stosowanie.

9. Jesli urzadzenia sieciowe obstuguja funkcje filtracji adresoéw IP uprawnionych do nawigzywania
potaczenia zaleca si¢ jej wykorzystywanie.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.
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3. POLACZENIA SIECIOWE Z KAMERA

3.1. Pierwsze laczenie z kamera z uzyciem sieci Wi-Fi i urzadzenia mobilnego z aplikacja ipGO6

Do uruchomienia kamery z podlaczeniem do sieci Wi-Fi niezbgdne jest posiadanie urzadzenia
mobilnego (smartfon, tablet) z zainstalowang aplikacjg ipGO6. Przed rozpoczeciem operacji
@ nalezy upewni¢ si¢, ze kamera 1 urzadzenie mobilne znajduja si¢ w zasiggu tej samej sieci Wi-
Fi. Nalezy zwrdci¢ uwage, by urzadzenie mobilne taczyto si¢ z siecig Wi-Fi w pasmie 2,4GHz
gdyz kamera pracuje tylko w tym pasmie.

@ Podczas uruchomiania kamery z podlaczeniem do sieci Wi-Fi, kamera moze by¢ zasilania z
zasilacza 12V lub ze switcha/routera PoE.

W pierwszej kolejnosci nalezy pobra¢ na urzadzenie mobilne (ze sklepu Play dla urzadzen z systemem
Android lub ze sklepu Apple Store dla urzadzen z systemem 10S) aplikacje ipGO6. Po zainstalowaniu
aplikacji nalezy zalogowac si¢ (lub zalozy¢ konto).

Nastegpnie nalezy przej$¢ do zaktadki ,,Urzadzenia” 1 dotknaé przycisku ,,Opcje” A4 prawym
goérnym rogu ekranu, a nastgpnie opcj¢ ,,Dodawanie”. Otworzy si¢ okno skanowania kodu QR, ktérym
nalezy zeskanowa¢ kod umieszczony na podstawie kamery. Po pomys$lnym zeskanowaniu otworzy si¢
okno dodawania urzadzenia, w ktorym wyswietli si¢ rysunek kamery i jej kod P2P. Nastepnie nalezy
dotkna¢ przycisku ,,Dodaj” aby przejs¢ dalej.

Nastgpnie nalezy upewnié¢ si¢, ze kontrolka stanu na kamerze miga niebieskim $wiatlem i1 na
urzadzeniu mobilnym nalezy potwierdzi¢ ten fakt a nast¢pnie dotkna¢ przycisku ,,Kolejny krok”.

0 Potwierdzono, ze lampka kontrolna
Swieci na niebiesko

Kolejny krok

W nastepnym oknie nalezy poda¢ hasto do sieci Wi-Fi i dotkna¢ przycisku ,,Kolejny krok™. Otworzy
si¢ kolejne okno, w ktoérym nastapi potaczenie z dodawang kamera.

@ Na tym etapie odbywa si¢ aktywacja kamery. Urzadzenie mobilne taczy si¢ z hot-spotem
uruchomionym przez kamerg, by byto mozliwe ustawienie hasta uzytkownika.

Po potaczeniem z hot-spotem kamery, w nastgpnym oknie nalezy wpisaé i potwierdzi¢ hasto logowania
do kamery dla konta administratora (root).

< Aktywacja urzadzenia

Ustaw hasto dla uzytkownika root

Po wpisaniu hasta nastapi aktywacja kamery 1 po chwili kamera pojawi si¢ na li§cie urzadzen aplikacji
ipGO6.
Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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3.2. Pierwsze laczenie z kamerg z uzyciem sieci przewodowej LAN lub bezprzewodowej WiFi i

komputera z przegladarka internetowa

Poniewaz kamera spelnia wymogi norm EN 18031, definiujacych podstawowe wymagania dotyczace
cyberbezpieczenstwa 1 jakosci dla urzadzen bezprzewodowych i IoT, w tym kamer Wi-Fi, to jej

faczenie si¢ z przegladarka internetowa przebiega z uzyciem protokolu HTTPS. Dlatego wpisujac w
pasku adresu przegladarki WWW adres IP kamery, nalezy poprzedzi¢ go podaniem protokotu
Lhttps://”. Po potaczeniu przegladarka wyswietli alert zabezpieczen informujacy o braku poufnosci

potaczenia, podobny do ponizszego:

A

®

IS GENAN @ Niczabezpieczona B E A EER L RREL

A

Twoje potaczenie nie jest prywatne

Atakujacy moga probowad ukrasé Twoje informacje z witryny 192.168.1.139 (na przykiad hasia,

wiadomosci lub karty kredytowe).

MET:ERR_CERT_AUTHORITY_INVALID

Zaawansowane m

Wyswietlenie alertu jest spowodowane tym, ze kamera ma zainstalowany prywatny, niezaufany
certyfikat zabezpieczen, ktory nie moze by¢ zweryfikowany przez przegladarke. Nie nalezy sie
obawia¢ - na tym etapie jest to prawidtowe zachowanie, a certyfikat kamery jest wystarczajacy
dla zapewnienia poufnosci potaczenia.

W razie potrzeby uzytkownik moze we wlasnym zakresie zainstalowa¢ zaufany certyfikat
bezpieczenstwa, ktory nie bedzie wywotywat alertow przegladarki. Certyfikat moze by¢
zainstalowany w menu “Ustawienia -> Sie¢ -> HTTPS”

W oknie alertu nalezy klikna¢ przycisk ,,Zaawansowane”, lub link ,,Help me understand” lub podobny.
Wyswietli si¢ dodatkowa informacja o zabezpieczeniach:

Ten serwer nie moze udowodnic, Ze jest to 192.168.1.139; jego certyfikat zabezpieczen nie
Jest zaufany przez system operacyjny komputera. Moze to by¢ spowodowane biedna
konfiguracja lub przechwyceniem potaczenia przez atakujacego.

Przejdz do witryny 192.168.1.139 (niebezpieczna)

Nalezy klikna¢ na tacze ,,Przejdz do witryny (tu adres IP) (niebezpieczna)” by potaczy¢ si¢ z kamera.

®

Po kliknigciu na tacze przegladarka zapamigta decyzje uzytkownika i przy kolejnych taczeniach
si¢ z kamerg bedzie sama wstawiata protokdt ,https://” przed adresem IP oraz nie bedzie
wyswietlala alertu, chociaz nadal bedzie widoczne ostrzezenie ,,Niezabezpieczona” na pasku
adresu.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.
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INTERFEJS WWW - PRACA Z KAMERA

Po polaczeniu wyswietli si¢ okno z o§wiadczeniem o ochronie prywatnosci, ktore nalezy zaakceptowaé

przez zaznaczenie pola wyboru 1 naci$nigcie przycisku ,,Odczytane”. Nastepnie kamera wyswietli okna

konfiguracji strefy czasowej, a potem okno wyboru pytah bezpieczenstwa, pozwalajacych odzyskac

dostep do kamery w przypadku zapomnienia hasta administratora, bez koniecznosci resetowania

urzadzenia. Nastgpnie wyswietli si¢ okno aktywacji, w ktorym definiuje si¢ hasto administratora (oraz

hasto do konta ONVIF). Po przejsciu tych krokéw kamera wyswietli ekran logowania, w ktéorym
n nalezy poda¢ nazw¢ konta administratora (domyslnie root) oraz ustawione hasto.

4. INTERFEJS WWW - PRACA Z KAMERA

4.1 Wyswietlanie obrazu na zywo

O root | O Wylogowanie
Ustawienia Wyszukiwanie

-l Strpom!  Standard < (@ M % ‘-@

‘ LU (v] (el (@] (&) (@) (@) (]

® ® ®

1. Wybor strumienia do wyswietlania w oknie podgladu oraz ustawienie rozmiaru bufora kamery.

2. Przyciski wyboru trybu pracy i konfiguracji kamery:

Podglad - wlagcza podglad strumienia na zywo

Ustawienia - wyswietla panel konfiguracyjny kamery

Wyszukiwanie - wyswietla okno odtwarzania nagran zapisanych na karcie pamigci
root - informacja o zalogowanym uzytkowniku

Wylogowanie - wyloguje aktualnie zalogowanego uzytkownika

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP. Z 0.0.
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PRZYWRACANIE USTAWIEN FABRYCZNYCH

3. Panel wy$wietlania ikon zdarzen alarmowych:

Me a3 A6 2%

Od lewej: aktywacja wyjscia alarmowego, sygnalizacja nagrywania na kart¢ pamieci, zmiana
kolorystyki, sabotaz, zmiana sceny, detekcja oséb, detekcja PIR, alarm wejscia alarmowego,
detekcja ruchu. Wystapienie danego zdarzenia jest sygnalizowane migajacym czerwonym
kolorem.

4. Przyciski ustawiania obrazu:

B & ©(E

Od lewej: rozmiar oryginalny, proporcje oryginalne, automatyczne dopasowanie do okna,
petny ekran, wyswietla licznik pikseli

5. Okno podgladu na zywo.

Dwukrotne kliknigcie lewym przyciskiem myszy na oknie podgladu wiacza 1 wylacza
wyswietlanie obrazu na catym ekranie.

6. Przyciski sterujace funkcjami kamery:

e L @)Y o)) @] v (@) (@) [

Od lewej: wilacza/wylacza podglad na zywo, wiacza 1 wylagcza wyswietlanie ikon zdarzen
alarmowych, wilacza 1 wylacza wyjscie alarmowe, wiagcza dwukierunkowe audio, wiacza odstuch

audio, wykonuje zdjecie, wlacza/wylacza nagrywanie wideo na dysku komputera, przyciski
cyfrowego zoomu, wiacza/wytacza wyswietlanie linii analizy obrazu

5. PRZYWRACANIE USTAWIEN FABRYCZNYCH
5.1 Programowe przywracanie ustawien fabrycznych

Funkcja przywracania ustawien fabrycznych znajduja si¢ w menu ,,Ustawienia -> Konserwacja ->
Kopia zapasowa”. Do wyboru jest opcja ,,Przywrd¢ parametry domyslne”, gdzie zaznaczenie wybranej
opcji ,,Zatrzymaj” pozwala na zachowanie ustawien sieci, konfiguracji zabezpieczen lub konfiguracji
obrazu bez zmian. Ta opcja nie resetuje haset uzytkownikow. Opcja ,,Przywr6¢ ustawienia fabryczne”
catkowicie resetuje wszystkie ustawienia kamery.

5.2 Sprzetowe przywracanie ustawien fabrycznych

Do sprzgtowego przywracania ustawien fabrycznych kamery stuzy przycisk RESET umiejscowiony na
tylnej $ciance. Aby przywroci¢ ustawienia domyslne za pomocg przycisku RESET, nalezy wcisnaé go i
przytrzymac przez okoto 5 sekund.

Wszelkie prawa zastrzezone © AAT SYSTEMY BEZPIECZENSTWA SP.Z 0.0.
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